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## 微服务接口说明

**一、**备案接口

## 功能描述

提供用户在线咨询服务

## 请求方式

get，除partner、timestamp、signature参数，其余参数转为JSON字符串，使用AES256对json串加密，以encrypt参数推送。

password：AES256加密密钥

生产：h9Ubnc9msqMwQrrq5uPmN2YF1eJIe5ui

测试：ZlgoEwt1EMDFyRCkAtcTcmvzSxv1BxZb

appSecretKey：AIA约定的验签

生产：HqA19qoderBTvdDvEhiJSIHJimvrOsO6

测试：HgwC1V7o39mmRolCxVP2T3MUlwIIP10l

## 接口地址

生产：https://wptapi.healthlink.cn/wpt-api/api/ getYBTXServiceUrl?partner=ybtx&encrypt={encrypt}&timestamp={timestamp}&signature={signature}&type=en-us

测试：https://wpttest.healthlink.cn/wpt-api/api/getYBTXServiceUrl?partner=ybtx&encrypt={encrypt}&timestamp={timestamp}&signature={signature}&type=en-us

## 请求参数示例

encrypt示例：

{

"keys":[

{

"key":"mobile1",

"value":"13809862341"

}

],

"productId":"I20AX5",

"aliasCode":"CONSULT",

}

## 请求参数示例密文

encrypt密文：

9C4359284F8477D3A3F02F81D1AA882D1F8222D148F6901290E3D76611A7E7B2EE60640B5328FEFAFB91305824D48833D7078929CE4E21808545AC9D2C7F90A3993C37A84B73D82CD1AAEAA32A66C3D2AA3D8FFCAFC677990F45C270A5B5677B5142787EC9E0CD22242B078A80CEA8C6E64BBE897B648B184509FC398B849891EBAE81271D7486F941C36688653C4C2D0EA6723C40B250B770E650E4BA17C8FC

## 参数说明

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **参数名称** | **子参数名称** | **必填** | **类型** | **参数说明** |
| partner | / | Y | String | 合作伙伴：ybtx |
| encrypt | productId | Y | String | 产品id：I20AX5 |
| aliasCode | Y | String | 服务别名  在线咨询: CONSULT |
| mobile1 | Y | String | 备案时的电话号码 |
| type | / | Y | String | 在线咨询语言类型：  type：zh-cn 中文  type：en-us 双语 |
| timestamp | / | Y | String | 请求方系统时间戳  服务方验证：需控制timestamp5分钟内有效，超出则请求失败 |
| signature | / | Y | String | 请求方将encrypt+ timestamp+ appSecretKey经Sha256加密生成的验签密文  服务方验证：需拿到参数encrypt+ timestamp+ appSecretKey通过Sha256自行加密，并与signature对比验证，相同，则通过验证，进入下一步逻辑；不同，则请求失败 |

## 返回参数

返回页面

## 返回参数说明

|  |  |
| --- | --- |
| **页面** | **说明** |
| 温馨提示页面 | 错误的请求，错误信息会打印在页面上。 |
| 服务页面 | 对应服务页面 |